Across
4. a person who uses existing computer scripts or code to hack into computers, lacking the expertise to write their own.
6. A computer that has been taken over by a hacker, virus, or trojan program
7. an attempt to make a machine or network resource unavailable to its intended users
9. the environmentally responsible and eco-friendly use of computers and their resources.
10. security identification device like facial recognition and fingerprints

Down
1. A scam where an intruder tries to gain access to a users system by pretending to be them
2. the process of uncovering and interpreting electronic data while trying to preserve any evidence in its most original form
3. an individual with extensive computer knowledge whose purpose is to breach or bypass internet security or gain access to software
5. the activity of defrauding an online account holder of financial information by posing as a legitimate company
8. zombie army or a network of private computers infected with malicious software