
Name: ___________________________________________________________________

Quartz Security: Crossword puzzle for National Cyber Security Awareness Month 2017
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Across
2. When a person tags along with 

another person who is authorized to gain 

entry pass a certain checkpoint

4. What process do you need to go 

through for approval before files can be 

exchanged externally?

5. a type of malware that requires some 

type of payment to either remove the 

malware by the hacker, or retrieve files that 

have been encrypted by the hacker.

7. a list of entities that are blocked or 

denied access/privilege

11. The practice and process designed to 

help protect one or an organizations 

networks, computers, programs and data 

from unauthorized access.

14. The name of our Chief Information 

Officer who oversees the IT Infrastructures 

at Quartz

15. a type of digital currency

16. Name of the form used to submit 

requests for: Hardware/Software, Security, 

Telecom or Facilities (Badging only)

17. Medical history information, laboratory 

results, insurance information and other 

healthcare data an entity collects to identify 

an individual

19. Duo-Security is considered what type 

of authentication when logging in remotely?

20. a list of organizations that are 

considered trustworthy or allowed 

access/privilege

21. the unauthorized access and 

disclosure of sensitive information released 

outside of an unauthorized organization

Down
1. The name of the leader who you would 

report security incidents to

3. To report a compliance incident, who 

do you contact?

6. Quartz policy and procedure S014 

outlines what type of policy?

8. The process of taking an unencrypted 

message or data and applying a 

mathematical function to it, to produce an 

encrypted message

9. The name of the leader who you would 

report privacy incidents to

10. an act of pretending to be from a 

reputable organization to deceive individuals 

into providing sensitive information

12. You are required to wear this item at all 

times while on Company premises

13. ensuring information with sensitive 

data remain hidden, inaccessible to 

unauthorized users.

18. specialized techniques for gathering, 

retaining and analyzing data as evidence for 

investigations


