Cybersecurity Awareness Month Week 2
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3. Your password should be 1. When available, use stronger for
characters or longer an added layer of security
7. Make and physical back ups of 2. Do not include information in
your important work your password
8. Never your password 4. Cybercriminals rely on error to
9. Substitute with numbers, gain access to systems
punctuation marks or symbols when creating 5. If it looks suspicious, it's best to it

your password

10. Use passwords for your various
devices

Word Bank

share human
letters personal

different eight

6. One way to guard your device is to
it when not in use

authentication lock
electronic delete



