
Chapter 2
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Across
2. was the first botherder to receive a 

lengthy federal prison sentence

5. network of zombie (bot-infected) 

computer;

6. what other computer worm made 

headlines in the news in 2003

9. Eyewitness testimony is an example 

of

10. involves the use of computers 

and/or related technology with the 

intention of causing harm or damage in 

order to coerce a civilian population

12. crime is changing in pace with

Down
1. can be an accidental aspect of the 

commission of the crime and might 

contain information about the crime

3. consists of software that enables the 

remote monitoring of a computer user's 

activities or information on an 

individual's computer where this software 

has been installed

4. a crime in which someone, via 

email, threatens to attack an individual, 

business, organization if money is not 

provided to prevent the attack

7. social networking sites such as 

facebook, Myspace, and Twitter have also 

made the burglar's job much

8. is a crime that occurs when 

someone uses the Internet, email, or other 

forms of communication to intentionally 

annoy, attack, alarm, or otherwise bother 

another person.

11. Computer hijacking occurs when an 

individual takes control over a computer 

(or computers), with a

Word Bank
easier Cyberstalking Jeanson James spyware

computers Cyberextortion Blaster Worm Cyberterrorism

botnet technology direct evidence bot code


